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Abstract

As for network security, post-IDS alert analysis has become a fashion in view of collaboration and correlation, and context-aware alert verification is one of the main solutions. In order to guarantee a unified representation of related information and knowledge, this paper tries to introduce basic-elements and the extension method into the study on context-aware alert verification. This paper then proposes the use of basic-elements to realize the formal presentation of alert information and context information in a unified manner, and applies the extension method based on basic-elements for context-aware alert verification by utilizing the extension set and the extension analysis. The evaluation result of validation scenarios shows that, the proposed approach prospects a formalized way to context-aware alert verification for network security with an appropriate use of the extension method based on basic-elements.
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1. Introduction

Intrusion Detection System (IDS) has evolved as an important tool for network security, but the detection mechanisms of traditional IDSs have weaknesses including too fine grain, isolated alarming and lack of environmental consciousness. As for network security, post-IDS alert analysis should take the context into consideration in view of collaboration and correlation. Hence in this case, context-aware alert verification becomes a feasible way for network security. However, one of the main problems is how to guarantee a unified representation of related information and knowledge, in order to realize collaboration and correlation for the sake of network security.

Our prior work [1, 2, 3] discusses the issues related to the support of XML-based integrated network management for alert analysis, and tries to apply security ontology to represent security information, context information and correlation knowledge in a unified way, for the sake of post-IDS alert analysis. The application of security ontology realizes the unification of related information and knowledge, but still limits in the level of formalization. And in this case, the extension method prospects a promising way to improve the application of security ontology by means of formalization of a higher degree. In view of network security, the aim of this paper is then to introduce the extension method based on basic-elements including the extension set and the extension analysis into the research on context-aware alert verification.

The remainder of this paper is organized as follows. Section 2 introduces the definition of basic-elements, and proposes the formal presentation of alert information using affair-elements and the formal presentation of context information using matter-elements. Based on the unified representation of alerts and security-related contexts, Section 3 considers the
correlation problem for context-aware alert verification using the extension method from the extension set point of view. Furthermore, Section 4 demonstrates the realization of context-aware alert verification using the extension method from the viewpoint of the extension analysis based on divergence-tree for basic-elements, and then discusses issues related to several scenarios in order to validate the feasibility of the proposed approach. Section 5 concludes this paper.

2. Formal Representations of Alert Information and Context Information based on Basic-elements

In view of network security, the proposed approach utilizes basic-elements for unified formal representations of related information including alerts and contexts by means of affair-elements and matter-elements.

2.1. Formalization of Security Information based on Basic-elements

Aiming at the solving of contradictory problems of the reality world, the thinking of Extenics was first proposed by Prof. Cai in 1983 [4], and its basic theory is the extension theory containing matter-element theory [5] and extension mathematics as its two pillars.

From the viewpoint of network security, the Extenics-based approach is promising for the study on context-aware alert verification with the use of the extension innovative method system. In this case, as the logic cell of Extenics, basic-elements [6] that include matter-elements, affair-elements and relation-elements will be utilized to formalize security information in a unified manner.

Formula 1 demonstrates a common definition of basic-elements, in which Object means the object for the research, with its characteristics \( c_1, c_2, ..., c_n \) and corresponding values \( v_1, v_2, ..., v_n \).

\[
B = \begin{bmatrix}
Object, c_1, v_1 \\
\vdots \\
c_n, v_n
\end{bmatrix} \quad (1)
\]

Base on Formula 1, the class for a type of basic-elements can be defined as Formula 2, in which \( V_1, V_2, ..., V_n \) describe the value domains of characteristics \( c_1, c_2, ..., c_n \) for the set of objects that is \( \{ \text{Object} \} \).

\[
\{B\} = \begin{bmatrix}
\{\text{Object}\}, c_1, V_1 \\
\vdots \\
c_n, V_n
\end{bmatrix} \quad (2)
\]

2.2. Formalization of Alert Information for Network Security using Affair-elements

As for the unified representation of alert information for network security, Intrusion Detection Message Exchange Format (IDMEF) [7] may be a choice. IDMEF is emerging as
an industry standard, and it can be used for interoperability between different IDSs. However, IDMEF is limited in standardizing various IDS formats, not widely applicable for the unified representation of various security alerts. Thus from this viewpoint, Formula 3 provides the formal representation of alert information using the class of affair-elements labeled as $A_A$, in which $\{\text{Alert}_x\}$ means a particular kind of alert objects, with its characteristics $c_{x1}, c_{x2}, \ldots, c_{xn}$ and corresponding value domains $V_{x1}, V_{x2}, \ldots, V_{xn}$.

$$\{A_A\} = \begin{bmatrix} \{\text{Alert}_x\}, c_{x1}, V_{x1} \\ c_{x2}, V_{x2} \\ \ldots \\ c_{xn}, V_{xn} \end{bmatrix} = \left(\{\text{Alert}_x\}, c_x, V_x\right)$$

According to Formula 3, an affair-element for security alerts as an example is shown as Formula 4.

$$A_A = \begin{bmatrix} \text{Alert}_x, \text{AlertID}, v_{x1} \\ \text{Confidence}, v_{x2} \\ \text{Im pact}, v_{x3} \\ \text{Method}, v_{x4} \\ \text{Time}, v_{x5} \\ \text{Signature}, v_{x6} \\ \text{Re action}, v_{x7} \end{bmatrix}$$

### 2.3. Formalization of Context Information for Network Security using Matter-elements

As for the purpose of alert verification, context information is of great importance. Formula 5 describes the formal representation of context information for network security using the class of matter-elements labeled as $M_C$, in which $\{\text{Context}_y\}$ means a particular type of context objects, with its characteristics $c_{y1}, c_{y2}, \ldots, c_{yn}$ and corresponding value domains $V_{y1}, V_{y2}, \ldots, V_{yn}$.

$$\{M_C\} = \begin{bmatrix} \{\text{Context}_y\}, c_{y1}, V_{y1} \\ c_{y2}, V_{y2} \\ \ldots \\ c_{yn}, V_{yn} \end{bmatrix} = \left(\{\text{Context}_y\}, c_y, V_y\right)$$
For the purpose of collaboration, context information in network security domain is mainly divided into following two types.

(1) Network and host information

As for context information in the field of network security, network information mainly includes service and privilege, while host information mainly consists of operation system and malicious software.

(2) Vulnerability information

In most cases, an attack is aiming at vulnerability of the source hosts. Hence, vulnerability information should be taken into consideration during the process of context-aware alert verification. Two main kinds of vulnerability information are included, which are one from CVE dictionary and the other one from Bugtraq vulnerability database.

Based on the analysis above, a unified representation of the matter-elements for context information in the field of network security is then presented as Formula 6.

\[
M_C = \begin{bmatrix}
\text{Context}_y, \text{Service}, v_{y1} \\
\text{Privilege}, v_{y2} \\
\text{OperationSystem}, v_{y3} \\
\text{MaliciousSoftware}, v_{y4} \\
\text{Vulnerability Information}, v_{y5}
\end{bmatrix} \quad \ldots (6)
\]

3. Application of the Extension Set for Context-aware Alert Verification

Since the unified representation of information for network security such as alerts and contexts has been formalized based on basic-elements, the asset correlation problem for context-aware alert verification can be considered using the extension method from the viewpoint of the extension set [6, 8, 9].

3.1. The Extension Set Point of View for Context-aware Alert Verification

When using the extension method from the viewpoint of the extension set, the formalization of asset correlation for context-aware alert verification is established as follows.

Suppose that the field \( X \) represents a set of the managed entities for network security, \( x \in X \) is a managed entity, and \( y = d(x) \) indicates the degree of threat suffered by \( x \), then the extension set for \( X \) can be defined as \( \widetilde{X} = \{(x, y, y')| x \in T_x X, y = d(x) \in I, y' = T_d d(T_x x) \in I\} \), in which \( T = (T_x, T_d, T_s) \) means extension transformations representing the formalization of correlation knowledge in network security domain and \( I \) is the field of real numbers.

When \( T \) is not realized, the set of real attacks for network security can be formalized as the positive field of \( \widetilde{X} \) that is \( \overline{X} = \{(x, y)| x \in X, y = d(x)\} \), while the set of system-immune attacks for network security can be formalized as the negative field of \( \widetilde{X} \) that
is \( X = \{(x, y) | x \in X, y = d(x)(0)\} \). And the zero point of \( X \) that is \( X_0 = \{(x, y) | x \in X, y = d(x) = 0\} \) reflects the critical condition between real attacks and system-immune ones for network security.

### 3.2. State Transition for Network Security using the Extension Set

From the viewpoint of the extension set, not only context-aware alert verification but also related security management actions can be formalized in a unified manner. Figure 1 proposes state transition for network security using the extension set.

![State Transition for Network Security using the Extension Set](image)

**Figure 1. State Transition for Network Security using the Extension Set**

As is indicated in Figure 1, when \( T_x \) representing the extension transformation for asset correlation in network security domain is realized, the action of context-aware alert verification to judge the alerts as real attacks that is the state for threat can be defined by the positive extension field, which is \( X^+(T_x) = \{(x, y, y') | x \in X, y = d(x) \leq 0, y' = d(T_x x)(0)\} \), while the action of context-aware alert verification to judge the alerts as system-immune ones that is the state for security can be described by the negative stable field that is \( X_-(T_x) = \{(x, y, y') | x \in X, y = d(x)(0), y' = d(T_x x)(0)\} \).

Furthermore, when \( T_x \) representing the extension transformation for management actions in the field of network security is realized, the case of successful threat elimination by countermeasure can be defined as the negative extension field, which is \( X^-(T_x) = \{(x, y, y') | x \in X, y = d(x) \geq 0, y' = d(T_x x)(0)\} \), and the case of failed threat elimination by countermeasure can be described as the positive stable field, which is \( X_+(T_x) = \{(x, y, y') | x \in X, y = d(x)(0), y' = d(T_x x)(0)\} \).
4. Application of the Extension Analysis based on Divergence-tree for Context-aware alert Verification

Based on the correlation study of context-aware alert verification using the extension set, the extension method should be further utilized by applying the extension analysis based on divergence-tree to realize context-aware alert verification for the sake of network security.

4.1. Divergence-tree for Extension Analysis

First of all, Definition 1 describes the meaning of divergence for basic-elements, which is that \( B \) becomes \( B_e \) through extension by means of divergence analysis \([6, 8, 9]\).

**Definition 1** If \( B \) and \( B_e \) are two basic-elements, then the divergence of \( B \) to \( B_e \) through extension can be defined by \( B \sim |B_e| \).

Figure 2 then provides a general model for divergence-tree of basic-elements.

![Figure 2. A General Model for Divergence-tree of Basic-elements](image)

As is shown in Figure 2, related principles indicated from divergence-tree can be utilized for context-aware alert verification. Principle 1-3 presents one-variable divergence analysis for basic-elements, while Principle 4-6 demonstrates two-variable divergence analysis for basic-elements.

**Principle 1** As for basic-element \( B = (O, c, v) \), another object \( O_i \) \((1 \leq i \leq n)\) can be extended to have the same value \( v \) for the same characteristic \( c \), that is

\[
B = (O, c, v) - \{ (O_1, c, v), (O_2, c, v), \ldots, (O_n, c, v) \}
\]

**Principle 2** As for basic-element \( B = (O, c, v) \), the same object \( O \) can be extended to have different characteristics \( c_i \) \((1 \leq i \leq n)\) for the same value \( v \), that is

\[
B = (O, c, v) - \{ (O, c_1, v), (O, c_2, v), \ldots, (O, c_n, v) \}
\]
Principle 3  As for basic-element \( B = (O, c, v) \), the same object \( O \) can be extended to have different values \( v_i (1 \leq i \leq n) \) for the same characteristic \( c \), that is
\[
B = (O, c, v) - | \{(O, c, v_1), (O, c, v_2), \ldots, (O, c, v_n)\}
\]

Principle 4  As for basic-element \( B = (O, c, v) \), another object \( O_i (1 \leq i \leq n) \) can be extended to have the same value \( v \) for different characteristics \( c_i (1 \leq i \leq n) \), that is
\[
B = (O, c, v) - | \{(O_1, c_1, v), (O_2, c_2, v), \ldots, (O_n, c_n, v)\}
\]

Principle 5  As for basic-element \( B = (O, c, v) \), another object \( O_i (1 \leq i \leq n) \) can be extended to have different values \( v_i (1 \leq i \leq n) \) for the same characteristic \( c \), that is
\[
B = (O, c, v) - | \{(O_1, c, v_1), (O_2, c, v_2), \ldots, (O_n, c, v_n)\}
\]

Principle 6  As for basic-element \( B = (O, c, v) \), the same object \( O \) can be extended to have different values \( v_i (1 \leq i \leq n) \) for different characteristics \( c_i (1 \leq i \leq n) \), that is
\[
B = (O, c, v) - | \{(O_1, c_1, v_1), (O_2, c_2, v_2), \ldots, (O_n, c_n, v_n)\}
\]

4.2. Validation Scenarios

In order to explain the feasibility of the extension analysis based on divergence-tree for context-aware alert verification with the use of Principle 1-6, several scenarios are provided for the sake of validation.

Scenario 1  As for this scenario, the unified representation of matter-elements for context information in network security domain presented as Formula 6 will be considered.

Suppose that an alert targeting at a particular Backdoor vulnerability has been detected, but it is inconsistent with the context information existing for the current device, simply noted as \( M_{C1} = [Context, MaliciousSoftware, Virus] \). Indicated from the information, the device may be regarded as system-immune from this attack. However, the same device may possibly have other malicious software not obtained yet, and Principle 3 can then be used to formalize the renewal action of the context information for this device. A possible extension is \( M_{C1} - | \{M_{C2}, M_{C3}, M_{C4}, \ldots\} \), \( M_{C2} = [Context, MaliciousSoftware, Worm] \), \( M_{C3} = [Context, MaliciousSoftware, Zombie] \), \( M_{C4} = [Context, MaliciousSoftware, Backdoor] \). Thus the extended values for the characteristic MaliciousSoftware show that, the device may suffer from the underlying attack with detailed analysis of its Backdoor list.

Scenario 2  As for this scenario, the unified representation of matter-elements for context information in the field of network security proposed as Formula 6 will still be considered.

Suppose that an alert targeting at the Linux operation system has been detected, but it is inconsistent with the context information existing for the current device, simply noted as \( M_{C5} = [Context, OperationSystem, WindowXP] \). In this case, the device may be regarded as system-immune from this attack. However, other devices in the same network
may suffer from the underlying attack, and Principle 5 can then be utilized to formalize the collection action of the context information for this network. A possible extension is

\[ M_{c_5} = \{ M_{c_6}, M_{c_7}, M_{c_8}, \ldots \} \]

\[ M_{c_6} = \{ \text{Context}_6, \text{Operation System}, \text{Linux} \} \]

\[ M_{c_7} = \{ \text{Context}_7, \text{Operation System}, \text{Windows 7} \} \]

\[ M_{c_8} = \{ \text{Context}_8, \text{Operation System}, \text{Linux} \} \]

Thus devices indicated from \( M_{c_6} \) and \( M_{c_8} \) should be further considered for the possible attack.

The evaluation result of these validation scenarios above shows that, the proposed approach prospect a formalized way to context-aware alert verification for network security with an appropriate use of the extension method based on basic-elements.

5. Conclusions

The main contribution of this paper is to apply the extension method based on basic-elements to context-aware alert verification for network security. The proposed approach utilizes the basic-elements to formalize the representations of alert information and context information for the sake of unified management, and then makes use of the extension method for context-aware alert verification with the support of the extension set and the extension analysis based on divergence-tree, in order to promote the formalization level of network security from the viewpoint of asset correlation.
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